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1. ABSTRACT
This paper describes our contribution to the 2007 Web

Spam Challenge. We computed some additional features
from the data provided with the UK 2006-05 dataset, and
other features from external data sources.

Our contributions to the Web Spam Challenge fall into
two categories. First, we used the features introduced in
our earlier work ([2], [3]). Second, we incorporated features
that are economic in nature, namely domain registrar infor-
mation and Google AdSense publisher ID.

In addition to the features provided by the organizers
of the challenge ([1], [4]), we added 84 additional features.
These features fall into the following groups:

• Features derived from re-crawling the 77 million URLs
in the UK 2006-05 dataset.

• Features derived from the registrar records for the 7,707
domains in the UK 2006-05 dataset.

• Features based on the publisher ID of any Google Ad-
Sense advertisements embedded in the 77 million pages.

Permission to make digital or hard copies of all or part of this work for
personal or classroom use is granted without fee provided that copies are
not made or distributed for profit or commercial advantage and that copies
bear this notice and the full citation on the first page. To copy otherwise, to
republish, to post on servers or to redistribute to lists, requires prior specific
permission and/or a fee.
AIRWeb ’07, May 8, 2007 Banff, Alberta, Canada.
Copyright 2007 ACM 978-1-59593-732-2 ...$5.00.

• Features indicative of link exchange based on the UK
2006-05 page-level and host-level web graph.

• Features derived from the URLs in the UK 2006-05
dataset, such as the number of dots, dashes, and digits.

• Features derived from word frequency analysis in the
77 million pages.

• Features based on grouping documents into sets of
near-duplicate documents.

We evaluated our best classifier on the 5,622 labelled hosts
using ten-fold cross validation. This classifier was constructed
using bagging in combination with a C4.5 decision tree.
The features used were identified using the Ranker search
method and the ChiSquared attribute evaluator.

class recall precision
non-spam 96.8% 97.6%
spam 70.5% 80.2%
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